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About This Book

This book provides end users with complete detailed information about commands for the AIX operating
system. The commands are listed alphabetically and by category, and complete descriptions are given for
commands and their available flags. If applicable, each command listing contains examples. This volume
contains AIX commands that begin with the letters i through m. This publication is also available on the
documentation CD that is shipped with the operating system.

How to Use This Book

A command is a request to perform an operation or run a program. You use commands to tell the
operating system what task you want it to perform. When commands are entered, they are deciphered by
a command interpreter (also known as a shell) and that task is processed.

Some commands can be entered simply by typing one word. It is also possible to combine commands so
that the output from one command becomes the input for another command. This is known as pipelining.

Flags further define the actions of commands. A flag is a modifier used with the command name on the
command line, usually preceded by a dash.

Commands can also be grouped together and stored in a file. These are known as shell procedures or
shell scripts. Instead of executing the commands individually, you execute the file that contains the

commands.

Some commands can be constructed using Web-based System Manager applications or the System
Management Interface Tool (SMIT).

Highlighting

The following highlighting conventions are used in this book:

Bold Identifies commands, subroutines, keywords, files, structures, directories, and other items whose
names are predefined by the system. Also identifies graphical objects such as buttons, labels, and
icons that the user selects.

Italics Identifies parameters whose actual names or values are to be supplied by the user.

Monospace

Identifies examples of specific data values, examples of text similar to what you might see

displayed, examples of portions of program code similar to what you might write as a programmer,
messages from the system, or information you should actually type.

Format

Each command may include any of the following sections:

Purpose A description of the major function of each command.

Syntax A syntax statement showing command line options.

Description A discussion of the command describing in detail its function and use.

Flags A list of command line flags and associated variables with an explanation of
how the flags modify the action of the command.

Parameters A list of command line parameters and their descriptions.

Subcommands A list of subcommands (for interactive commands) that explains their use.

Exit Status A description of the exit values the command returns.

Security Specifies any permissions needed to run the command.

Examples Specific examples of how you can use the command.

Files A list of files used by the command.

Related Information

© Copyright IBM Corp. 1997, 2004
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Reading Syntax Statements

Syntax statements are a way to represent command syntax and consist of symbols such as brackets ([ ]),
braces ({ }), and vertical bars (I). The following is a sample of a syntax statement for the unget command:

unget [ -rSID][-s][-n] File ...

The following conventions are used in the command syntax statements:

* Items that must be entered literally on the command line are in bold. These items include the command
name, flags, and literal charactors.

* ltems representing variables that must be replaced by a name are in jtalics. These items include
parameters that follow flags and parameters that the command reads, such as Files and Directories.

» Parameters enclosed in brackets are optional.
» Parameters enclosed in braces are required.
» Parameters not enclosed in either brackets or braces are required.

» A vertical bar signifies that you choose only one parameter. For example, [ a | b ] indicates that you can
choose a, b, or nothing. Similarly, { a | b } indicates that you must choose either a or b.

» Ellipses ( ... ) signify the parameter can be repeated on the command line.
* The dash ( - ) represents standard input.

Listing of Installable Software Packages

To list the installable software package (fileset) of an individual command use the Islpp command with the
-w flag. For example, to list the fileset that owns the installp command, enter:

1slpp -w /usr/shin/installp

Output similar to the following displays:
File Fileset Type

/usr/sbin/installp bos.rte.install File

To list the fileset that owns all file names that contain installp, enter:
Islpp -w "*installp*"

Output similar to the following displays:

File Fileset Type
/usr/sbin/installp bos.rte.install File
/usr/clvm/sbhin/Tinstallpv prpg.clvm File
/usr/1pp/bos.sysmgt/nim/methods/c_installp

bos.sysmgt.nim.client File

Running Commands in the Background

If you are going to run a command that takes a long time to process, you can specify that the command
run in the background. Background processing is a useful way to run programs that process slowly. To run
a command in the background, you use the & operator at the end of the command:

Commandé&

Once the process is running in the background, you can continue to work and enter other commands on
your system.
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At times, you might want to run a command at a specified time or on a specific date. Using the cron
daemon, you can schedule commands to run automatically. Or, using the at and batch commands, you
can run commands at a later time or when the system load level permits.

Entering Commands

You typically enter commands following the shell prompt on the command line. The shell prompt can vary.
In the following examples, $ is the prompt.

To display a list of the contents of your current directory, you would type 1s and press the Enter key:
$ 1s

When you enter a command and it is running, the operating system does not display the shell prompt.
When the command completes its action, the system displays the prompt again. This indicates that you
can enter another command.

The general format for entering commands is:
Command Flag(s) Parameter

The flag alters the way a command works. Many commands have several flags. For example, if you type
the -I (long) flag following the Is command, the system provides additional information about the contents
of the current directory. The following example shows how to use the -l flag with the Is command:

$ 1s -1

A parameter consists of a string of characters that follows a command or a flag. It specifies data, such as
the name of a file or directory, or values. In the following example, the directory named /usr/bin is a
parameter:

$ 1s -1 /usr/bin

When entering commands, it is important to remember the following:
» Commands are usually entered in lowercase.
* Flags are usually prefixed with a - (minus sign).

* More than one command can be typed on the command line if the commands are separated by a ;
(semicolon).

* Long sequences of commands can be continued on the next line by using the \ (backslash). The
backslash is placed at the end of the first line. The following example shows the placement of the
backslash:

§ cat /usr/ust/mydir/mydata > \
/usr/usts/yourdir/yourdata

When certain commands are entered, the shell prompt changes. Because some commands are actually
programs (such as the telnet command), the prompt changes when you are operating within the
command. Any command that you issue within a program is known as a subcommand. When you exit the
program, the prompt returns to your shell prompt.

The operating system can operate with different shells (for example, Bourne, C, or Korn) and the
commands that you enter are interpreted by the shell. Therefore, you must know what shell you are using
so that you can enter the commands in the correct format.

Stopping Commands

If you enter a command and then decide to stop that command from running, you can halt the command
from processing any further. To stop a command from processing, press the Interrupt key sequence
(usually Ctrl-C or Alt-Pause). When the process is stopped, your shell prompt returns and you can then
enter another command.
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ISO 9000

ISO 9000 registered quality systems were used in the development and manufacturing of this product.

32-Bit and 64-Bit Support for the UNIX98 Specification

Beginning with Version 4.3, the operating system is designed to support The Open Group’s UNIX98
Specification for portability of UNIX-based operating systems. Many new interfaces, and some current
ones, have been added or enhanced to meet this specification, making Version 4.3 even more open and
portable for applications.

At the same time, compatibility with previous releases of the operating system is preserved. This is
accomplished by the creation of a new environment variable, which can be used to set the system
environment on a per-system, per-user, or per-process basis.

To determine the proper way to develop a UNIX98-portable application, you may need to refer to The
Open Group’s UNIX98 Specification, which can be obtained on a CD-ROM by ordering Go Solo 2: The
Authorized Guide to Version 2 of the Single UNIX Specification, a book which includes The Open Group’s
UNIX98 Specification on a CD-ROM.

Related Information

The following books contain information about or related to commands:

+ [AIX 5L Version 5.3 Commands Reference, Volume 1]

[AIX 5L Version 5.3 Commands Reference, Volume 2

[AIX 5L Version 5.3 Commands Reference, Volume 3

[AIX 5L Version 5.3 Commands Reference, Volume 4

[AIX 5L Version 5.3 Commands Reference, Volume 5

[AIX 5L Version 5.3 Commands Reference, Volume 6

[AIX 5L Version 5.3 Files Reference

[AIX 5L Version 5.3 Guide to Printers and Printing|

[AIX 5L Version 5.3 Installation Guide and Referencel

[AIX 5L Version 5.3 AIX Installation in a Partitioned Environment

[AIX 5L Version 5.3 Network Information Services (NIS and NIS+) Guide

[AIX 5L Version 5.3 Performance Management Guide|

[AIX 5L Version 5.3 Performance Tools Guide and Reference

[AIX 5L Version 5.3 Security Guide

[AIX 5L Version 5.3 System Management Concepts: Operating System and Devices|
[AIX 5L Version 5.3 System Management Guide: Communications and Networkd

« [AIX 5L Version 5.3 System Management Guide: Operating System and Devices

* |AIX 5L Version 5.3 System User’s Guide: Communications and Networks
* |AIX 5L Version 5.3 System User’s Guide: Operating System and Devices
» |AIX 5L Version 5.3 Technical Reference: Base Operating System and Extensions Volume 1
» |AIX 5L Version 5.3 Technical Reference: Base Operating System and Extensions Volume 2
* |AIX 5L Version 5.3 Technical Reference: Communications Volume 1
* |AIX 5L Version 5.3 Technical Reference: Communications Volume 2
* |AIX 5L Version 5.3 Technical Reference: Kernel and Subsystems Volume 1
» [AIX 5L Version 5.3 Technical Reference: Kernel and Subsystems Volume 2
» |AIX 5L Version 5.3 Web-based System Manager Administration Guidel

« |Performance Toolbox Version 2 and 3 for AIX: Guide and Referencd
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Alphabetical Listing of Commands

ibm3812 Command

Purpose
Postprocesses the troff command output for the IBM 3812 Model 2 Pageprinter.

Syntax
ibm3812 [ [altpaper] [[-landscape] [ Fquietly] [[-FDirectory] [ F [File...]

Description

The ibm3812 command is a postprocessor that can be used on intermediate output produced by the troff
command.

Note: An entire page is placed in memory before it is printed.

If given one or more file names as options, the ibm3812 command processes those files. If no file names
are specified, this command acts as a filter interpreting standard input.

The ibm3812 command’s font files allow the postprocessor to send characters of more than one byte to
the printer. These can be characters that require multiple bytes to represent them, such as code page and
point; or, they can be characters that are composed of two or more concatenated glyphs.

For example, the character code for the \ (ib (improper subset) special character is:
"\001\125\xe2\xff\xe8\xe3%\x00\x16\001\074\xe3\xff\xea"

The printer is in Page Map Primitive (PMP) mode when these bytes are sent, so you must use the 001
directive to introduce a character. For single-byte codes, this Generic Font Patterns command is
automatically handled by the postprocessor. The % (percent sign) characters escape the bytes containing
0, which would otherwise terminate the code sequence. To obtain a literal % character, escape it with
another % character so that a percent sign is displayed as %%. A single-byte % code is assumed to be a
literal percent sign, so that the single-byte % character needs no special handling in the font file.

Notes:

1. The ibm3812 command depends on the files with names ending in .out in the
lusr/lib/font/devibm3812 directory. It does not produce usable output unless these files have
been properly set up.

2. The postprocessor requires additional font information to be stored in the
lusr/lib/font/devibm3812/fonts file. If new fonts are added to this file, make sure that the DESC
file is also updated to reflect the additional fonts and special characters.

The format of the file must be preserved. The file contains the following four fields:
* The one- or two-letter name of the font

* The full name of the font on the printer-font diskette

* The one- or two-letter name of the substitute font

* An array of five available sizes.

Flags

-altpaper Specifies that the file should be printed from the alternate paper drawer. By default, the
ibm3812 command prints from the primary paper drawer.
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-landscape Specifies that the file should be printed in landscape orientation, so that the wider part of the
paper is horizontally oriented. This flag rotates the page to the right by 90 degrees. By default,
the ibm3812 command prints in portrait orientation.

-quietly Suppresses all non-fatal error messages.

-FDirectory Specifies the directory holding the font files. The default file is devibm3812. The command
looks for font files in the /usr/lib/font directory by default.

-i Suppresses initialization of the printer that runs the PMP.init macro, after the job has printed.

Example
Following is an example of the troff command used with the ibm3812 command:
troff file|ibm3812|qprt-dp

Files
lusr/lib/font/devibm3812/*.out Contains font files for the ibm3812 command.
lustr/lib/font/devibm3812/fonts Contains information about the available fonts for the

ibm3812 command.

Related Information
The command, command.

The [troff] font file format specifies description files for the troff command.

ibm3816 Command

Purpose
Postprocesses the troff command output for the IBM 3816 Pageprinter.

Syntax
ibm3816 [ [altpaper] [ Flandscape] [ Fquietly] [[-FDirectory] [Fi [File...]

Description

The ibm3816 command is a postprocessor that can be used on intermediate output produced by the troff
command.

Note: An entire page is placed in memory before it is printed.

If given one or more file names as options, the ibm3816 command processes those files. If no file names
are specified, this command acts as a filter interpreting standard input.

The ibm3816 command’s font files allow the postprocessor to send characters of more than one byte to
the printer. These can be characters that require multiple bytes to represent them, such as code page and
point; or, they can be characters that are composed of two or more concatenated glyphs.

For example, the character code for the \ (ib (improper subset) special character is:
"\001\125\xe2\xff\xe8\xe3%\x00\x16\001\074\xe3\xff\xea"

The printer is in Page Map Primitive (PMP) mode when these bytes are sent, so you must use the 001
directive to introduce a character. For single-byte codes, this Generic Font Patterns command is
automatically handled by the postprocessor. The % (percent sign) characters escape the bytes containing
0, which would otherwise terminate the code sequence. To obtain a literal % character, escape it with
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another % character so that a percent sign is displayed as %%. A single-byte % code is assumed to be a
literal percent sign, so that the single-byte % character needs no special handling in the font file.

Notes:

1. The ibm3816 command depends on the files with names ending in .out in the
lusr/lib/font/devibm3816 directory. It does not produce usable output unless these files have
been properly set up.

2. The postprocessor requires additional font information to be stored in the
lusr/lib/font/devibm3816/fonts file. If new fonts are added to this file, make sure that the DESC
file is also updated to reflect the additional fonts and special characters.

The format of the file must be preserved. The file contains the following four fields:
* The one- or two-letter name of the font

* The full name of the font on the printer-font diskette

» The one- or two-letter name of the substitute font

* An array of five available sizes.

Flags

-altpaper Specifies that the file should be printed from the alternate paper drawer. By default, the
ibm3816 command prints from the primary paper drawer.

-landscape Specifies that the file should be printed in landscape orientation, so that the wider part of the
paper is horizontally oriented. This flag rotates the page to the right by 90 degrees. By default,
the ibm3816 command prints in portrait orientation.

-quietly Suppresses all non-fatal error messages.

-FDirectory Specifies the directory holding the font files. The default file is devibm3816. The command
looks for font files in the /usr/lib/font directory by default.

-i Suppresses initialization of the printer that runs the PMP.init macro, after the job has printed.

Example

Following is an example of the troff command used with the ibm3816 command:
troff file|ibm3816|qprt-dp

Files
lusr/lib/font/devibm3816/*.out Contains font files for the ibm3816 command.
lusr/lib/font/devibm3816/fonts Contains information about the available fonts for the

ibm3816 command.

Related Information
The command, command.

The font file format specifies description files for the troff command.

ibm5585H-T Command

Purpose
Processes troff command output for the IBM 5585H-T printer.
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Syntax
ibm5585H-T [ FFDirectory ] [ File ]

Description

The ibm5585H-T command processes the output of the command for output to the IBM 5585H-T
printer for traditional Chinese language. This command is provided exclusively for traditional Chinese
language support.

The ibm5585H-T command processes one or more files specified by the File parameter. If no file is
specified, the ibm5585H-T command reads from standard input.

The ibm5585H-T command uses font files in the /usr/lib/font/devibm5585H-T directory that have
command names ending with .out. The ibm5585H-T command does not produce correct output unless
these files are provided.

Flag

-FDirectory Specifies a directory name as the place to find font files. By default, the ibm5585H-T command
looks for font files in the /usr/lib/font/devibm5585H-T directory.

Example

To process the reports file for the IBM 5585H-T printer, enter:
troff reports |ibm5585H-T | qprt -dp

The ibm5585H-T command first processes the output of the troff command, then sends the file to a print
queue.

File

lusr/lib/font/devibm5585H-T/*.out Contains font files.

Related Information
The command.

The font file format.

ibm5587G Command

Purpose

Postprocesses troff command output for the IBM 5587-G01, 5584-H02, 5585-H01, 5587-H01, and
5589-H01 printers with the (32x32/24x24) cartridge installed. This command is used exclusively for
Japanese Language Support.

Syntax
ibm5587G [ [FDirectory] [[-quietly] [File ...]

Description

The ibm5587G command processes the output of the troff command for output to the 5587-G01,
5584-H02, 5585-H01, 5587-H01, and 5589-H01 printers.
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If given one or more files as options, the ibm5587G command processes those files. If no files are
specified, it acts as a filter interpreting standard input.

Note: The ibm5587G command assumes that the (32x32/24x24) cartridge is installed in the printer.
Incorrect output from the printer may result if the wrong cartridge is installed in the printer.

The ibm5587G command depends on the files with names ending in .out in the
lusr/lib/font/devibm5587G directory. It does not produce reasonable output unless these files have been
properly set up.

Flags

-FDirectory Specifies a directory name as the place to find the font files. By default, the ibm5587G
command looks for font files in the /usr/lib/font/devibm5587G directory.

-quietly Suppresses all nonfatal error messages.

Files

lusr/lib/font/devibm5587G/*.out Contains font files.

Related Information
The [troffl command formats text for printing on typesetting devices.

The font file format specifies description files for the troff command.

iconv Command

Purpose
Converts the encoding of characters from one code page encoding scheme to another.

Syntax
iconv [-f] FromCode H| ToCode [ FileName... ]

Description

The iconv command converts the encoding of characters read from either standard input or the specified
file from one coded character set to another and then writes the results to standard output. The input and
output coded character sets are identified by the FromCode and ToCode parameters. The input data
should consist of characters in the code set specified by the FromCode parameter. If the FileName
parameter is not specified on the command line, the iconv command reads from standard input.

You can use a Web-based System Manager System application (wsm system fast path) to run this
command. You could also use the System Management Interface Tool (SMIT) smit iconv fast path to run
this command.

Flags

-f FromCode Specifies the code set in which the input data is encoded. The space between the -f flag and
the FromCode parameter is optional.

-t ToCode Specifies the code set to which the output data is to be converted. The space between the -t
flag and the ToCode parameter is optional.

FileName Specifies a file to be converted.
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The list of supported code set converters is provided in ['List of Converters’|in AIX 5L Version 5.3 General
Programming Concepts: Writing and Debugging Programs.

Exit Status

This command returns the following exit values:

Input data was successfully converted.

1 The specified conversions are not supported; the given input file cannot be opened for read; or there is a
usage-syntax error.

2 An unusable character was encountered in the input stream.

Examples

1. To convert the contents of the mail.x400 file from code set IBM-850 and store the results in the
mail.local file, enter:

iconv -f IBM-850 -t I1S08859-1 mail.x400 > mail.local

2. To convert the contents of the mail.japan file from the 7-bit interchange (ISO2022) encoding to the
Japanese EUC code set (IBM-eucdP), enter:

iconv -f fold7 -t IBM-eucJP mail.japan > mail.local
3. To convert the contents of a local file to the mail-interchange format and send mail, enter:
iconv -f IBM-943 -t fold7 mail.local | mail fxrojas

Related Information
Thecommand describes how to define a conversion table.

The icony subroutine, [iconv_close] subroutine, and[iconv_open| subroutines provide a method to use the

conversion service from within a program.

[Converters Overview|in AIX 5L Version 5.3 Network Information Services (NIS and NIS+) Guide.

For information on installing the Web-based System Manager, see [Chapter 2: Installation and System|
in AIX 5L Version 5.3 Web-based System Manager Administration Guide.

[Converters Overview for Programming|in AIX 5L Version 5.3 Network Information Services (NIS and NIS+)
Guide.

id Command

Purpose

Displays the system identifications of a specified user.
Syntax

id [ {EG[I[l(Fd1 1wl (F1} tEn]17 [ [Used)
Description

The id command writes to standard output a message containing the system identifications (ID) for a
specified user. The system IDs are numbers which identify users and user groups to the system. The id
command writes the following information, when applicable:

* User name and real user ID
* Name of the user’s group and real group ID
* Name of user’s supplementary groups and supplementary group IDs
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Supplementary group information is written only for systems supporting multiple-user groups and only if
the specified user belongs to a supplementary group.

The id command also writes effective user and group IDs, but only for the user that invoked the id
command. (If the User parameter is specified with the id command, the effective IDs are assumed to be
identical to real IDs.) If the effective and real IDs for the invoking user are different, the id command writes
the following effective ID information, when applicable:

» Effective user name and effective user ID
* Name of effective user’s group and effective group ID

The id command will fail if the specified user does not exist or if the command cannot read the user or
group information.

Flags

The contents and format of the message written by the id command can be altered with the following
flags:

-G Specifies that the id command write the effective, real, and supplementary group IDs only. If there are
multiple entries for the effective, real, or supplementary IDs, they are separated by a space and placed on
the same line.

-g Specifies that the id command write only the effective group ID.

-u Specifies that the id command write only the effective user ID.

-r Specifies that the id command write the real ID instead of the effective ID. This flag can be invoked with
either the -g flag to write the real group ID, or the -u flag to write the real user ID.

-n Specifies that the id command outputs the name, instead of the ID number, when it is specified with the -G,

-g, and -u flags.
User Specifies the login name of a user for the id command. If no user is specified, the user invoking the id
command is the default.

Security

Access Control: This program should be installed as a normal user program in the Trusted Computing
Base.

Exit Status
This command returns the following exit values:

0 Successful completion.
>0 An error occurred.

Examples
1. To display all system identifications for the current user, enter:
id

Output for the id command is displayed in the following format:
uid=1544(sah) gid=300(build) euid=0(root) egid=9(printq) groups=0(system),10(audit)

In this example, the user has user name sah with an ID number of 1544; a primary group name of
build with an ID number of 300; an effective user name of root with an ID number of 0; an effective
group name of printq with an ID number of 9; and two supplementary group names of system and
audit, with ID numbers 0 and 10, respectively.

2. To display all group ID numbers for the current user, enter:
id -G
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Output is displayed in the following format:
0 10 300 9

The -G flag writes only the group IDs for a user. In this example, user sah is a member of the system
(0), audit (10), build (300), and printg (9) groups.

3. To display all group names for the current user, enter:
id -Gn

Output is displayed in the following format:
system audit build printq

The -n flag writes only the names instead of the ID numbers.
4. To display the real group name for the current user, enter:
id -gnr

Output is displayed in the following format:
build

Files

lusr/bin/id Contains the id command.

Related Information
The command, command, command, @ command, @ command.

ifconfig Command

Purpose
Configures or displays network interface parameters for a network using TCP/IP.

Syntax
ifconfig |Interface|[ |AddressFamily|[ |Addresd[ [DestinationAddress 1 ][ [Parameterd.. ] ]

ifconfig Interface [ |ProtocolFamily| | Interface ProtocolFamily
ifconfiglal[ [l 11 [d 11 Fu] 11 ProtocolFamily |

Description

You can use the ifconfig command to assign an address to a network interface and to configure or
display the current network interface configuration information. The ifconfig command must be used at
system startup to define the network address of each interface present on a machine. After system startup,
it can also be used to redefine an interfaces address and its other operating parameters. The network
interface configuration is held on the running system and must be reset at each system restart. The
ifconfig command interprets the IFF_MULTICAST flag and prints its value if it is set.

An interface can receive transmissions in differing protocols, each of which may require separate naming
schemes. It is necessary to specify the AddressFamily parameter, which may change the interpretation of
the remaining parameters. The address families currently supported are inet and inet6.
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For the DARPA-Internet family, inet, the address is either a host name present in the host name database,
that is, the /etc/hosts file, or a DARPA-Internet address expressed in the Internet standard dotted decimal
notation.

While any user can query the status of a network interface, only a user who has administrative authority
can modify the configuration of those interfaces.

The ifconfig function displays the current configuration for a network interface when no optional
parameters are supplied.

If a protocol family is specified, ifconfig will report only the details specific to that protocol family.
Only a super user may modify the configuration of a network interface.

Gratuitous ARP is supported for Ethernet, token-ring, and FDDI interfaces. This means when an IP
address is assigned, the host sends an ARP request for its own address (the new address) to inform other
machines of its address so that they can update their ARP entry immediately. It also lets hosts detect
duplicate IP address. If you get a response to the ARP request, an error is logged in /var/adm/ras/errlog
which can be viewed using errpt command (or using SMIT interface) for the error ID
AIXIF_ARP_DUP_ADDR.

Flags

-a Optionally, the -a flag may be used instead of an interface name. This flag instructs

ifconfig to display information about all interfaces in the system.

-d The -d flag displays interfaces that are down.

-l This flag may be used to list all available interfaces on the system, with no other

additional information. Use of this flag is mutually exclusive with all other flags and
commands, except for -d and -u.

-u The -u flag displays interfaces that are up.

ProtocolFamily This flag specifies protocols such as tep, udp, tcp6, udp6, icmp, and icmp6.

Parameters

Address Specifies the network address for the network interface. For the inet family, the
Address parameter is either a host name or an Internet address in the standard
dotted decimal notation.

AddressFamily Specifies which network address family to change. The inet and inet6 address
families are currently supported. This parameter defaults to the inet address
family.

DestinationAddress Specifies the address of the correspondent on the remote end of a point-to-point
link.
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Interface

Parameter
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Specifies the network interface configuration values to show or change. You must
specify an interface with the Interface parameter when you use the ifconfig
command. Abbreviations for the interfaces include:

« at for ATM (Asynchronous Transfer Mode)
» en for Standard Ethernet (inet)

et for IEEE 802.3 Ethernet (inet)

= tr for Token-Ring (inet)

» xt for X.25 (inet)

* sl for serial line IP (inet)

* lo for loopback (inet)

» op for serial (inet)

= vi for Virtual IP Address (inet)

Include a numeral after the abbreviation to identify the specific interface (for
example, tro).

If Interface is not yet loaded, ifconfig Interface loads that interface and netstat
-in lists it. In processing a status query for Interface, that interface is loaded (if
not already loaded) to complete the query processing.

Allows the following parameter values:

alias  Establishes an additional network address for the interface. When
changing network numbers, this parameter is useful for accepting
packets addressed to the old interface.

allcast Sets the Token-Ring interface to broadcast to all rings on the network.

-allcast
Confines the Token-Ring interface to broadcast only to the local ring.

arp Enables the ifconfig command to use the|Address Resolution Protocol
in mapping between network-level addresses and link-level addresses.
The arp value is the default.

-arp Disables the use of the Address Resolution Protocol.

authority
Reserved for future use.

bridge Reserved for future use.
-bridge Reserved for future use.

broadcast Address
(inet only) Specifies the address to use to broadcast to the network. The
default broadcast address has a host part of all 1s.

-dad (inet6 only) Does not perform duplicate IPv6 address detection.
-debug Disables driver-dependent debug code.

delete Removes the specified network address. This is used when an alias is
incorrectly specified or when it is no longer needed. Incorrectly setting an
ns address has the side effect of specifying the host portion of the
network address. Removing all ns addresses allows you to re-specify
the host portion.

device dev_name
This parameter applies to ATM Network interface only. It specifies the
device name this interface is associated with. Unlike Token Ring or
Ethernet, in case of ATM, there is not a one-to-one correspondence
between interface and device. In the case of ATM, there can be more
than one interface for every device.



detach Removes an interface from the network interface list. If the last interface
is detached, the network interface driver code is unloaded. In order for
the interface route of an attached interface to be changed, that interface
must be detached and added again with ifconfig.

down Marks an interface as inactive (down), which keeps the system from
trying to transmit messages through that interface. If possible, the
ifconfig command also resets the interface to disable reception of
messages. Routes that use the interface, however, are not automatically
disabled.

eui64 (inet6 only) The real IPv6 address is computed by replacing the last 64
bytes of the given address with the Interface Identifier.

first Puts an IPv6 address at the first place on an interface in order to select
it as the source for unbound sockets. The syntax for using this
parameter is,

ifconfig interface inet6 first address

firstalias
(inet6é only) Same as alias, but sets the address in front of the interface
address list in order to select it as the source for unbound sockets.

group /D
Adds a group ID to the group ID list for the interface. This list is used in
determining the route to use when forwarding packets that arrived on the
interface.

-group /D
Removes a group ID from the group ID list for the interface. This list is
used in determining the route to use when forwarding packets that
arrived on the interface.

hwloop
Enables hardware loopback. The hardware loopback specifies that
locally addressed packets handled by an interface should be sent out
using the associated adapter.

-hwloop
Disables hardware loop-back. The hardware loop-back specifies that
locally addressed packets handled by an interface should be sent out
using the associated adapter.

ipdst  Specifies an Internet host willing to receive IP packets encapsulating ns
packets bound for a remote network. An apparent point-to-point link is
constructed, and the specified address is taken as the ns address and
network of the destination.

ipv6dst
Used to specify an IPv6 node that is willing to receive IPv6 packets
encapsulating IPv6 or IPv4 packets through a tunnel. The apparent
destination of the point to point tunnel interface may not be the real
destination of the packets. At the tunnel endpoint, the decapsulated
packets may then be forwarded to their final destination.
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link [0-2]
Enables special processing of the link level of the interface. These three
options are interface-specific. In actual effect, however, they are
generally used to select special modes of operation. An example of this
is to enable SLIP compression, or to select the connector type for some
Ethernet cards. Refer to the manual page for the specific driver for more
information.

-link [0-2]
Disables special processing at the link level with the specified interface.

metric Number
Sets the routing metric of the interface to the value specified by the
Number variable. The default is 0 (zero). The routing metric is used by
the routing protocol (the routed daemon). Higher metrics have the effect
of making a route less favorable. Metrics are counted as addition hops to
the destination network or host.

mtu Value
Sets the maximum IP packet size for this system. The Value variable
can be any number from 60 through 65535, but is media dependent.
See ['Automatic Configuration of Network Interfaces’|in AlX 5L Version
5.3 System Management Guide: Communications and Networks for
maximum transmission unit (MTU) values by interface.

netmask Mask
Specifies how much of the address to reserve for subdividing networks
into subnetworks. This parameter can be used only with an address
family of inet.

The Mask variable includes both the network part of the local address
and the subnet part, which is taken from the host field of the address.
The mask can be specified as a single hexadecimal number beginning
with Ox, in standard Internet dotted decimal notation, or beginning with a
name or alias that is listed in the file.

In the 32-bit address, the mask contains 1s (ones) for the bit positions
reserved for the network and subnet parts and Os for the bit positions
that specify the host. The mask should contain at least the standard
network portion, and the subnet segment should be contiguous with the
network segment.

pvc This parameters applies to ATM Network interface only. It specifies that
this interface will support PVC (Permanent Virtual Circuit) types of virtual
connections only.

pktchain
Enables the flag to indicate that this interface can handle multiple
packets chained together on the output path.

-pktchain
Disables the flag that indicates that this interface can handle multiple
packets chained together on the output path.

svc_c server_addr

This parameter applies to ATM Network interface only. It specifies that
this interface will support both SVC (Switched Virtual Circuit) and PVC
types of virtual connections. It further specifies that this interface will be
an ARP client. The server_addr is the list of 20 byte ATM address of the
ARP servers that this client will use. The addresses are specified in the
form of xx.xx....xx. The first entry is considered the Primary ARP server
and the rest are considered Secondary ARP servers. The list of 20 byte
ARP server addresses must separated by a comma.



site6  Sets the IPv6 site number (default is zero). This should be used only
with site-local addresses on a multi-sited node.

svc_s This parameter applies to ATM Network interface only. It specifies that
this interface will support both SVC and PVC types of virtual
connections. It further specifies that this interface will be the ARP server
for this Logical IP Subnetwork (LIS).

security
Reserved for future use.

snap  Reserved for future use.
-snap Reserved for future use.

tcp_nocksum
Disables verification of the checksum of TCP data for local traffic to the
subnet attached to the interface. Checksum verification of TCP, UDP and
IP headers continues. Checksum verification of TCP data read or written
from this interface from or to remote networks also continues.

-tcp_nocksum
Enables verification of the checksum of TCP data for local traffic to the
subnet attached to the interface. This is the default.

thread (inet only) Configures dedicated kernel threads for an interface. This
parameter can only be used on SMP machines that have multiple
CPU’s. This parameter causes input packets to be queued to a kernel
thread after processing by the device driver and input demuxer. The
input packet is processed in IP and TCP or UDP by the thread instead of
directly on the interrupt level. Setting this parameter can improve
throughput when high speed adapters bottleneck on a single CPU during
interrupt processing by allowing the input packets to be processed on
other CPU’s running the kernel threads (improved pipelining). For some
work loads, this parameter increases the per packet overhead, due to
thread scheduling overhead, resulting in higher CPU utilization an
possibly lower throughput. This parameter only applies to AIX 4.3.3 or
later.

-thread (inet only) Configures Disables kernel thread support that has been
configured with the thread parameter. This parameter only applies to AIX
4.3.3 or later.

up Marks an interface as active (up). This parameter is used automatically
when setting the first address for an interface. It can also be used to
enable an interface after an ifconfig down command.

vipa_iflist
Adds the interfaces to the list of interfaces that should use this vipa as
the source address in the outgoing packets.

-vipa_iflist
Removes the interfaces from the list of interfaces that are configured to
use this vipa as the source address in the outgoing packets.

In AIX 4.3.3 and later versions, the following network options, commonly known as ISNO (Interface
Specific Network Options), can be configured on a per interface basis:

rfc1323 [0 | 1]
Enables or disables TCP enhancements as specified by RFC 1323, TCP Extensions for High
Performance. A value of 1 specifies that all TCP connections using this interface will attempt to
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negotiate the RFC enhancements. A value of 0 disables rfc1323 for all connections using this
interface. The SOCKETS application can override this ISNO and global behavior on individual TCP

connections with the subroutine.

-rfc1323
Removes the use of ISNO for rfc1323 for this network. A SOCKETS application can override the
global behavior on individual TCP connections using the setsockopt subroutine.

tep_mssdflt Number
Sets the default maximum segment size used in communicating with remote networks. If
communicating over this interface, a socket uses Number as the value of the default maximum
segment size.

-tcp_mssdfit
Removes the use of ISNO for tcp_mssdflt. The global value, manipulated via /usr/sbin/no, is
used instead.

tcp_recvspace Size
Specifies the default socket buffer Size for interface sockets receiving data. The buffer size affects
the window size used by TCP. (See the command for more information.)

-tcp_recvspace
Removes the use of ISNO for tcp_recvspace. The global value is used instead.

tcp_sendspace Size
Specifies the default socket buffer Size for interface sockets sending data. The buffer size affects
the window size used by TCP. (See the no command for more information.)

-tcp_sendspace
Removes the use of ISNO for tcp_sendspace. The global value is used instead.

tcp_nodelay [0 | 1]
Specifies that sockets using TCP over this interface follow the Nagle algorithm when sending data.
By default, TCP follows the Nagle algorithm.

-tcp_nodelay
Removes the use of ISNO for the tcp_nodelay option.

Note: ISNO parameters set by ifconfig are lost at the next reboot. Use the chdev command to
change the ODM database for each interface if you wish to make the ISNOs permanent. Use 1sdev
-E -1 [interface] to see the interface attributes and chdev -1 -a [attribute=value] to change the
desired attribute. For example:

Isattr -E -1 en0®
chdev -1 en@ -a tcp_sendspace=65536

Examples

1. To query the status of a serial line IP interface, enter the command in the following format:
ifconfig sil

In this example, the interface to be queried is s11. The result of the command looks similar to the
following:

s11: flags=51<UP,POINTOPOINT,RUNNING>
inet 192.9.201.3 --> 192.9.354.7 netmask ffffffoo

2. To configure the local loop-back interface, enter the command in the following format:
ifconfig To0 inet 127.0.0.1 wup

3. To mark the local Token-Ring interface as down, enter the command in the following format:
ifconfig tr@ inet down

In this example, the interface to be marked is token0.
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Note: Only a user with root user authority can modify the configuration of a network interface.
4. To turn rfc1323 off for all connections over en5 (assuming that the global value is 1), enter:
ifconfig en0 rfcl323 0
5. To configure a list of interfaces to use a vipa, enter:
ifconfig vi0O vipa_iflist enO,enl,tr0
6. To remove interface(s) that are configured to use vipa, enter:
ifconfig vi0 -vipa_iflist enl,tr0
7. To find out which interfaces are configured to use a vipa, say vi0, enter:
ifconfig vio

Files
/etc/host Contains the host-name database.
/etc/networks Contains network names.

Related Information
The command.

The file format, file format.

[TCP/IP Network Interfaces| [Understanding Protocols| [TCP/IP Routing, [Subnet Addresses|in AIX 5L
Version 5.3 System Management Guide: Communications and Networks.

ike Command

Purpose

Starts, stops, and monitors IP Security dynamic tunnels which use the Internet Key Exchange Protocol
(ISAKMP/Oakley).

Syntax
ike cmd{Subcommand | parameter ... ]

Description

The ike is used to start, stop, and monitor IP Security dynamic tunnels using the Internet Key Exchange
(IKE) protocol. IP Security tunnels protect IP traffic by authenticating and/or encrypting IP data. The ike

command performs several functions. It can activate, remove, or list IKE and IP Security tunnels. For an
overview of IP Security and IKE tunnels, see in the AIX 5L Version 5.3 Security Guide.

Note: You must have root access to use the ike command.

The IKE negotiation occurs in two phases. The first phase authenticates the two parties and sets up a Key
Management (also known as phase 1) Security Association for protecting the data that is passed during
the negotiation. In this phase the key management policy is used to secure the negotiation messages. The
second phase negotiates Data Management (also known as the phase 2) Security Association, which
uses the data management policy to set up IP Security tunnels in the kernel for encapsulating and
decapsulating data packets. The secure channel established in phase 1 can be used to protect multiple
data management negotiations between 2 hosts.

The ike command is used to activate tunnels with identification and policy information which has already
been entered using thecommand or the Web-based System Manager Graphical User Interface
(GUI) under Virtual Private Networks (IP Security) in the Network application. The parameters to be used
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during the negotiation are entered by the user and stored in a database. The ike command allows the
activation, removal and listing of tunnels that have been started using the security parameters stored in the
database.

In most uses of the ike command, activation and deletion occurs for both phases, however the command
allows these operations to be done separately.

Subcommands
activate
Purpose Start the negotiation of an IKE tunnel. If phase is not specified, both a phase 1 and phase 2 tunnel

are started. If IP addresses are supplied, the tunnel is setup using those IP addresses. If the IDs
used during the negotiation are not IP addresses, the local and remote host IDs must be entered
using the Virtual Private Networks Web-based System Manager Graphical User Interface (GUI)
panels. A unique tunnel number is created. The tunnel can then be referenced by the tunnel number
in the ike command to indicate the particular tunnel to be started.

Syntax ike cmd=activate [ phase=112 ] [numlist=tunnel_num_lisf] [ namelist=tunnel_name_list ] [
remid=remote_id ] [ipaddr=src_addr,dst_addr] [autostart]
Description The activate subcommand works using a two phase paradigm. A phase 1 tunnel must be

established before a phase 2 tunnel can be started. If a phase 1 tunnel is specified, then only the
phase 1 tunnel negotiation takes place. If a phase 2 tunnel is specified, the system checks for the
existence of the corresponding phase 1 tunnel before creating the phase 2 tunnel. If the phase 1
negotiation has not been started, it is started automatically.

Upon successful completion of a phase 2 tunnel, the tunnel definition and corresponding filter rules
are inserted into the IP Security kernel, and the new tunnel is activated. Traffic described by the
tunnel definition passing between the designated endpoints is protected by the encryption and
authentication algorithms indicated by the associated IKE security policy.

Multiple phase 2 tunnels can be started under the same phase 1 tunnel. A situati